Сергачская межрайонная прокуратура разъясняет
Мошенники охотятся на родственников участников СВО
По данным МВД, злоумышленники массово связываются с родными военнослужащих, участвующих в СВО. Они используют личные данные бойцов (ФИО, звания, подразделения), чтобы завоевать доверие, и предлагают «помощь» в записи на получение государственных наград через Госуслуги.
Схема обмана:
- Злоумышленники звонят и убеждают записаться в «онлайн-очередь»" на получение награды военнослужащего.
- Просят назвать код из СМС, который приходит на Ваш телефон для подтверждения входа в Госуслуги.
- Получив код, мошенники получают доступ к аккаунту и могут использовать Ваши данные для дальнейших преступлений.
Что делать, чтобы не попасться:
- Никогда не называйте коды из СМС посторонним — это ключ к Вашим личным данным.
- Проверяйте информацию самостоятельно через официальные каналы МВД или Госуслуг.
- Если звонят «от имени» военнослужащих, уточните информацию у самого бойца или через официальные источники.
- Сообщите о подозрительных звонках в полицию: 102 (с мобильного) или через приложение «Госуслуги».
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